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Defining the Problem

Alert Overload
and Irrelevance

People receive too
many alerts, most of
which aren’t relevant
to their location. This
causes confusion and
INcreases the chance
of missing real threats.

Public Anxiety and
Trust Breakdown

Frequent irrelevant
alerts create stress and
reduce trust in the
system. Over time,
users stop paying
attention, even when
alerts are important.

Lack of
Personalization

All users get the same
alerts, regardless of
where they are. This

makes the system
noisy and less effective
IN protecting
iIndividuals.
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Data Flow Diagram

Deliver via FCM
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Table Editor

schema public

New table

H alerts
location_history
notification_preferences
profiles
rss_sources
rss_sources_old
user_alert_history

user_rss_preferences
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b58659b4-57c4-45ba-8c64-03eff77e828¢
8dd91c89-2133-4568-ae82-254b73edeb8:
cb2dc5e0-0836-4809-a01d-7a4517cd91be
3a558039-e23b-4569-be71-ab10b0442ec
8384deef-0d4b-4125-95d9-e653d06dd07
82b48a14-34f8-453f-9fd7-b28b5d68eee
beOfc72e-a2aa-4ef3-a7d2-164a963cb79b
7760e4c7-5126-403b-99bc-a33870d7b1a3

592db440-6917-4152-b2dc-e25013f00464
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2 Auth policies

title text
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Al Classification Pipeline

1. Receive Raw RSS Alert

A dynamic Hebrew prompt is created to ask if this
IS a security threat and where it occurred. Th@-"”
prompt includes both the title and descriptigﬁn.

3. Send Prompt to OpenAl API

The Edge Function checks the response format
and ensures the location and threat flag are usable.
If the Al fails, it falls back to keyword detection.

5. Save Classification Results

Y
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The Edge Function receives raw title and
description from trusted RSS sources like Haaretz
or Walla. This data acts as input for classification.

2. Construct Prompt for GPT-4o0

The prompt is sent to OpenAl's GPT-40 API, which
replies in structured JSON format. The response
Includes a threat flag and an extracted location.

4. Postprocess and Validate Al Output

The final output (is_threat, location, etc.) is saved
into the alerts table. This structured data powers
filtering and future analysis.
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Frontend

We built the mobile app
using React and
TypeScript, and used
Capacitor to access native
device features on
Android, like GPS and
push notifications.
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Tech Stack

Statuses [status. name] = s¢

turn statuses

Backend

Supabase handles
authentication, data
storage, and Edge
Functions. The database
Is PostgreSQL, secured
with Row-Level Security

(RLS) for per-user privacy.

Push
Notifications

We use Firebase to
deliver real-time push
alerts to users based on
their location and threat
relevance. Each device is
registered with a unique
FCM token.

Al
Classification

Incoming alerts are
classified by a Supabase
Edge Function that sends
prompts to GPT-40. The
Al determines whether
it's a threat and extracts
the location in Hebrew.
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Telegram alert
integration

Use the Telegram Bot
API to fetch real-time
messages from
trusted channels and
process them through
the same Al
classification pipeline.
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Improved Classification

Accuracy

We'll refine the Al
prompts using real-
world examples to
reduce false alerts.
Combining Al with
keyword rules and user
location history will
boost precision.
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Safe-route maps
in emergency

Integrate Google
Maps Directions API to
show walking routes
from the user’s
location to the nearest
verified safe shelter.



Thank You

Questions? @

Demo Link: Video Link

"Making safety feel simple.*
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